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Congressman Poe, Members of the House Judiciary Committee, and distinguished guests, thank you for the opportunity to testify today concerning the privacy and the Constitutional rights of all Americans and the increasing use of unmanned aerial vehicles, or “drones,” in the United States. My name is Amie Stepanovich. I am the Associate Litigation Counsel at the Electronic Privacy Information Center.

EPIC is a non-partisan research organization, established in 1994, to focus public attention on emerging privacy and civil liberties issues. We work with a distinguished panel of advisors in the fields of law, technology, and public policy. We are focused on the protection of individual privacy rights. In the last several years, EPIC has taken a particular interest in the unique privacy problems associated with aerial drones. EPIC and a broad coalition of organizations, has urged the Federal Aviation Administration (“FAA”) to develop new privacy safeguards before drones are more widely deployed in the United States.

EPIC supports H.R. 6199, the Preserving American Privacy Act of 2012. The bill is an important first step toward safeguarding fundamental privacy rights. We recommend additional provisions to protect privacy. In my statement today, I will describe the unique threats to privacy posed by domestic drone use and the need for a warrant requirement to protect against pervasive drone surveillance. I will further discuss the problems with the current state of privacy law in relation to domestic drone use and EPIC’s petition to the Federal Aviation Administration (“FAA”) asking for privacy regulations related to the use of drones.

We appreciate your efforts and the efforts of the cosponsors of your legislation to help address growing public concern about drone surveillance in the United States.

I. Law Enforcement Use of Drones Poses a Unique Threat to Privacy

An unmanned aircraft, or drone, is an aerial vehicle designed to fly without a human pilot on board. Drones can either be remotely controlled or autonomous. Drones can be equipped with sophisticated surveillance technology that makes it possible to identify individuals on the ground. Gigapixel cameras used to outfit drones are among the highest definition cameras available. On some drones, sensors can track up to 65 different targets across a distance of 65 square miles. Drones may also carry infrared cameras, heat sensors, GPS, sensors that detect movement, and automated license plate readers. Drones
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are currently being developed that will carry facial recognition technology, able to remotely identify individuals in parks, schools, and at political gatherings.\(^7\)

In a report on drones published by EPIC in 2005, we observed, “the use of [drones] gives the federal government a new capability to monitor citizens clandestinely, while the effectiveness of the...surveillance planes in border patrol operations has not been proved.”\(^8\) Today, drones greatly increase the capacity for domestic surveillance.

Much of this surveillance technology could, in theory, be deployed in manned vehicles. However, drones present a unique threat to privacy. Drones are designed to undertake constant, persistent surveillance to a degree that former methods of surveillance were unable to achieve. Drones are cheaper to buy, maintain, and operate than helicopters, or other forms of aerial surveillance.\(^9\) Drone manufacturers have recently announced new designs that would allow drones to operate for more than 48 consecutive hours,\(^10\) and other technology could extend the flight time of future drones out into weeks and months.\(^11\) Also, “by virtue of their design, size, and how high they can fly, [drones] can operate undetected in urban and rural environments.”\(^12\)

The ability to link facial recognition capabilities on drones operated by the Department of Homeland Security ("DHS") to the Federal Bureau of Investigation’s Next Generation Identification database or DHS’ IDENT database, two of the largest collections


of biometric data in the world, exacerbates the privacy risks.\textsuperscript{13} Drones can be deployed to monitor individuals in a way that was not previously possible.

II. A Warrant Should Be Necessary For All Targeted Drone Surveillance

Law enforcement offices across the country have expressed interest in the purchase and use of drone technology to assist with official operations. Records released earlier this year by the Federal Aviation Administration show that over sixty public entities have already received approval to operate drones over the United States, including Police departments from Texas, Florida, Kansas, Washington, and other states. News reports demonstrate that these departments are not only interested in invasive surveillance equipment, but in some cases have also voiced interest in outfitting drones with both lethal and non-lethal weapons.

A. \textit{Sophisticated Drone Technology Erodes Privacy Rights Within the United States}

Widespread use of drone technology increases the potential for pervasive mass surveillance of the American public by law enforcement. In order to prevent abuses associated with the use of this technology, a strict warrant requirement needs to be implemented for all drone surveillance, including both felony and non-felony crimes. Requiring a warrant would safeguard privacy without preventing the use of drones in emergency situations. In addition, public reporting requirements, such as those mandated by the Wiretap Act, would increase the transparency and accountability of law enforcement drone operations.\textsuperscript{14}

The Supreme Court has not yet tested the limits of drone surveillance under the Fourth Amendment, though the current constitutional standard allows law enforcement to conduct aerial surveillance operations from as low as 400 feet without a warrant.\textsuperscript{15} In addition, no statute currently provides adequate safeguards to protect privacy against increased drone use in the United States.

As drone technology becomes cheaper and more prolific, the threat to privacy will become even more substantial. High-rise apartments, security fences, and even the walls of a building are not barriers to increasingly common drone technology.\textsuperscript{16} Without the protection of a warrant requirement, individuals in the United States will find that the


\textsuperscript{14} See 18 U.S.C. § 2519.

\textsuperscript{15} See Florida v. Riley, 488 U.S. 445 (1989) (holding that a police helicopter flying more than 400 feet above private property is not a search).

\textsuperscript{16} The Supreme Court has emphasized the public availability of invasive surveillance technology in order to determine if law enforcement may use it to conduct surveillance without a warrant under the Fourth Amendment. See Kyllo v. United States, 533 U.S. 27 (2001); Dow Chemical Co. v. U.S., 476 U.S. 227 (1986).
intimate details of their daily activities are freely available to the roving eyes of the government.

B. Current Warrant Exceptions Are Sufficient to Allow Law Enforcement Drones To Operate In Emergency Situations

Requiring a warrant would safeguard privacy while still ensuring that drones can be used when necessary. The courts have carefully developed and cultivated the warrant requirement over time. This process has crafted a set of exceptions to ensure that warrants do not hinder effective law enforcement. Because of this robust and evolving backdrop of constitutional law and precedent, there is no need for Congress to create new warrant exceptions alongside warrant requirements for drones.

Chief among the warrant exceptions relevant to drone surveillance are the border crossing exemption and the exigent circumstances exception. The exigent circumstances exception allows a search or seizure to take place without a warrant in certain emergency situations. The law displaces the warrant requirement when there is an imminent danger to a person, property, or evidence, or when there is the risk of a suspect escaping.

Law enforcement officials point to the use of drones to combat fires, conduct search and rescue operations, survey hostage situations, and monitor high-speed pursuits without placing the life or safety of a first responder in jeopardy. The exigent circumstances exception to the warrant requirement would allow law enforcement to use drone technology when necessary in each of these emergency situations. Further, because current law gives broad deference to the Customs and Border Patrol to regulate border crossings, no new exceptions are needed for the use of drone surveillance of U.S. borders.

III. Broad, Untargeted Drone Surveillance Must Be Prohibited

17 Recognized warrant exceptions include: consent; exigent circumstances; motor vehicle exceptions; border searches; searches incident to arrest; administrative searches; limited public school searches; and stop and frisk.
18 See, e.g., People v. Ramey, 545 P.2d 1333, 1341 (Cal. 1976) ("[E]xigent circumstances' means an emergency situation requiring swift action to prevent imminent danger to life or serious damage to property, or to forestall the imminent escape of a suspect or destruction of evidence. There is no ready litmus test for determining whether such circumstances exist, and in each case the claim of an extraordinary situation must be measured by the facts known to the officers."); See also Tamez v. City of San Marcos, 118 F.3d 1089, 1093-1094 (5th Cir. 1997); Minnesota v. Olson, 495 U.S. 91, 100 (1990); Brigham City v. Stuart, 547 U.S. 398 (2006) (holding that police officers can enter a home without a warrant under exigent circumstances doctrine when physical injury or threat of physical injury exists); Michigan v. Tyler, 436 U.S. 499 (1978) (holding that no warrant is required to enter property to fight a fire or investigate immediately thereafter); Warden v. Hayden, 387 U.S. 294 (1967) (holding that no warrant is required when officers are in "hot pursuit").
20 Under existing authority, the Border Patrol can use drones to surveil actual borders and functional equivalents, such as airports and seaports. See, e.g., United States v. Ramsey, 431 U.S. 606 (1977).
Drones should not be used as robotic patrol officers for law enforcement. The invasiveness of drone technology increases privacy risks to individuals as they pursue their daily activities. Broad, untargeted drone surveillance would have a chilling effect on the speech and expression rights of individuals in the United States.

A. Widespread Drone Surveillance Should Be Considered a Search Under the Fourth Amendment

The use of drones to survey broad, populated areas should be considered a search under the Fourth Amendment. Until recently there have been effective practical limitations operating as a constraint on persistent law enforcement surveillance. A drone, with the capability of staying aloft for hours or days at a time, could monitor a person’s daily life as they go from home to work to school to the store and back. Even if law enforcement is not able to discern exactly what a person says or does or buys at a particular location, simply tracking an individual’s public movements in a systematic fashion for extended periods of time can create a vivid description of their private life.21

The Supreme Court is aware of the growing risks to privacy resulting from new surveillance technology but has yet to tackle the specific problems associated with drone surveillance. In United States v. Jones, a case that addressed whether the police could use a GPS device to track the movement of a criminal suspect without a warrant for a prolonged period, the Court found that the installation and deployment of the device was an unlawful search and seizure.22 In a concurring opinion, Justice Sotomayor pointed to the broader problems associated with new forms of persistent surveillance.23 And Justice Alito, in a separate concurrence joined by three other Justices, wrote, “in circumstances involving dramatic technological change, the best solution to privacy concerns may be legislative.”24

The use of drones to conduct broad surveillance would also discourage individuals in the United States from engaging in lawful speech and expression.25 Law enforcement surveillance of peaceful protests in the United States is increasingly common.26 Justice

23 Id. at 954-57.
24 Id. at 964.
Powell discussed the chilling effect of pervasive surveillance: “[t]he price of lawful public dissent must not be a dread of subjection to an unchecked surveillance power. Nor must the fear of unauthorized official eavesdropping deter vigorous citizen dissent and discussion of Government action in private conversation. For private dissent, no less than open public discourse, is essential to our free society.”

B. Environmental or Regulatory Monitoring Using Drones Must Protect Privacy

In some cases, federal agencies may wish to use drones for monitoring purposes that do not include the surveillance of individuals, such as monitoring for compliance with environmental regulations. In these cases, the agencies should be required to take all precautions to avoid populated areas and to comply with the Privacy Act of 1974 for any incidental collection of personal information.

The Privacy Act of 1974 expressly prescribes circumstances under which federal agencies can retain personally identifiable information. The Act’s provisions should expressly be applied to any database that includes information collected by drones and should require that only the minimum amount of information necessary can be retained. Whenever possible, personally identifiable information captured by drones incident to other monitoring should be immediately purged.

IV. The FAA, in Conjunction with other Federal Agencies, Should Be Charged with Oversight of Domestic Drone Use

Congress has directed the FAA to develop regulations to permit wider deployment of drones in the United States. The forthcoming regulations will address licensing and procedures for both public and private drone operators, including law enforcement. Experts, including Professor Ryan Calo, the former Director of Privacy and Robotics at the Center for Internet and Society at Stanford Law School, have noted that this effort will have significant privacy implications.

Earlier this year, in a formal petition to the agency, EPIC urged the FAA to conduct a privacy rulemaking on the use of drones, with the aim of creating regulations to ensure baseline privacy protections. EPIC’s petition was joined by more than one hundred organizations, experts, and members of the public who also believe that drones should not be further deployed until privacy safeguards are established. Among other recommendations, EPIC urged the FAA to promulgate rules that require all domestic drone operators to report specific information about their intended operations, including the technology the drone would carry, the specific purpose of the drone, and the geographic area within which the drone will operate. As the administrative agency with the statutory authority to issue drone operation licenses and maintain order in the national airspace, the FAA is the most appropriate agency to oversee these regulations.

The FAA has thus far failed to respond to EPIC’s request for agency action. The FAA’s failure to act means that there is no framework in place that ensures that civilian operators and federal agencies, such as local law enforcement agencies, use drone technology in a privacy-protective manner. To the extent that public entities choose to operate drones within the United States, we believe that those entities should also develop appropriate regulations to safeguard privacy.

V. Congressional Safeguards to Limit Drones Should Include Measures to Ensure Transparency and Accountability of Drone Operations

There are several meaningful privacy protections that can address the increased use of drones in our domestic skies. Congress should pass comprehensive legislation based on principles of transparency and accountability. H.R. 6199, the Preserving American Privacy Act of 2012, introduced by Congressman Poe, aims to limit drone surveillance by mandating a strict warrant requirement for most drone surveillance conducted for law enforcement purposes. H.R. 6199 also prevents drones from being used to monitor private property without consent of the owner.

EPIC supports H.R. 6199. However, EPIC also recommends additional provisions in order to protect the privacy of individuals in the United States from growing drone surveillance. Additional drone legislation should include:

- Use Limitations – Prohibitions on general surveillance that limit drone surveillance to specific, enumerated circumstances, such as in the case of criminal surveillance subject to a warrant, a geographically-confined emergency, or for reasonable non-law enforcement use where privacy will not be substantially affected;
- Data Retention Limitations – Prohibitions on retaining or disclosing surveillance data collected by drones, with emphasis on identifiable images of individuals;
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• Transparency – Requirements for notice of drone surveillance operations to the extent possible while allowing law enforcement to conduct effective investigations and notice of all drone surveillance policies through the Administrative Procedure Act. Also, reporting requirements for warrants issued for law enforcement use of drones to conduct surveillance operations.

These three principles would help protect the privacy interests of individuals. In addition, the law should provide for accountability, including third party audits and oversight for federally operated drones and a private right of action against private entities that violate statutory privacy rights.

Finally, all federal agencies that choose to operate drones, such as DHS and its components, must be required to implement regulations, subject to public notice and comment, that address the privacy implications of drone use. Recently, in EPIC v. DHS, the D.C. Circuit Court of Appeals ruled that the Department of Homeland Security violated the Administrative Procedure Act when it chose to deploy body scanners as the primary screening technique in U.S. airports without the opportunity for public comment.32 The Court observed that there was "no justification for having failed to conduct a notice-and-comment rulemaking."33 We believe that the public has a similar right to comment on new surveillance techniques, such as unmanned aerial vehicles, undertaken by federal agencies within the United States.

VI. Conclusion

The increased use of drones to conduct surveillance in the United States must be accompanied by increased privacy protections. The current state of the law is insufficient to address the drone surveillance threat. We support H.R. 6199 and a warrant requirement for all drone surveillance in the United States. We also support public reporting requirements for all drone warrants and privacy regulations for drones, accompanied by meaningful agency oversight.

Thank you for the opportunity to testify today. I will be pleased to answer your questions.

32 See EPIC v. DHS, 653 F.3d 1 (D.C. Cir. 2011).
33 Id. at 8.